**Žádost o poskytnutí informací/uplatnění práv garantovaných GDPR**

**Správce údajů: MaRcom-Eko s.r.o.**, IČ 25651765, sídlem Nymburk, nám. Přemyslovců čp. 171, PSČ 28802

**Subjekt údajů (zákazník)[[1]](#footnote-1)** Klikněte sem a zadejte text.

***– uveďte nejméně jméno, příjmení, e-mail, případně i bydliště a telefon:***

Žádost slouží k usnadnění realizace Vašich práv, jež pro Vás vyplývají z nařízení Evropského parlamentu a Rady (EÚ) 2016/679ze dne 27. dubna 2016 o ochraně fyzických osob v souvislosti se zpracováním osobních údajů a o volném pohybu těchto údajů a o zrušení směrnice 95/46/ES (dále jen „GDPR“ či „obecné nařízení“). Použití této žádosti není povinné, svá práva můžete uplatnit způsobem dle Vašeho uvážení. ***Žádost, prosím, zašlete, na e-mailovou adresu:*** ***gdpr@marcomnet.cz***, nebo pošlete písemně či osobně doručte na adresu Nymburk, nám. Přemyslovců čp. 171, PSČ 288 02

K získání bližších informací o zpracování osobních údajů si prosím přečtěte dokument **Informace o zpracování osobních údajů** uveřejněný na našich webových stránkách [www.marcomnet.cz](http://www.marcomnet.cz).

**Žádám tímto o poskytnutí následujících zaškrtnutých informací** (*volbu proveďte* *zaškrtnutím příslušného okénka*):

[ ] účely zpracování, pro které jsou osobní údaje určeny, a právní základ pro zpracování

[ ] kategorie dotčených osobních údajů,

[ ] informace o příjemci/ích nebo kategoriích příjemců, kterým osobní údaje byly nebo budou zpřístupněny,

[ ] dobu, po kterou budou osobní údaje uloženy, nebo není-li ji možné určit, kritéria použitá pro stanovení této doby,

[ ] dostupné informace o zdroji osobních údajů, pokud nejsou získány od subjektu údajů,

[ ] skutečnost, zda poskytování osobních údajů je zákonným či smluvní požadavkem, nebo požadavkem, který je nutné uvést do smlouvy, a zda má subjekt údajů povinnost údaje poskytnout, a možné důsledky neposkytnutí údajů,

[ ] informaci, zda dochází k automatizovanému rozhodování, včetně profilování, včetně informace týkající se použitého postupu, jakož i významu a předpokládaných důsledků takového zpracování pro subjekt údajů.

**Žádám tímto** **o** (*volbu proveďte* *zaškrtnutím příslušného okénka (*[ ] *,* [x] *) a pro upřesnění doplněním slovního textu*):

[ ] opravu, resp. doplnění údajů[[2]](#endnote-1)

Klikněte sem a zadejte text.

[ ] výmaz údajů[[3]](#endnote-2)

Klikněte sem a zadejte text.

[ ] omezení zpracování údajů[[4]](#endnote-3)

Klikněte sem a zadejte text.

[ ] přenos údajů[[5]](#endnote-4)

Klikněte sem a zadejte text.

[ ] vznesení námitky[[6]](#endnote-5)

Klikněte sem a zadejte text.

[ ]  o sdělení jiné skutečnosti

Klikněte sem a zadejte text.

V Klikněte sem a zadejte text. dne Klikněte sem a zadejte text.

Klikněte sem a zadejte text.

**jméno a příjmení subjektu údajů**

1. V případě, že nebudeme Vaši totožnost považovat za dostatečně prokázanou, ověříme v rámci ochrany informací Vás samotných totožnost osoby vystupující jako subjekt údajů, přičemž budeme po osobě vystupující jako subjektu údajů vyžadovat dodatečné informace, které budou sloužit výhradně k ověření totožnosti takové osoby. Za žádných okolností nebudou takto získané informace dále jakkoli zpracovávané a takto získané informace budou (pokud jsme je do této doby již neměli v držení) po konečném vyřízení žádosti odstraněny. Za dostatečné prokázání totožnosti je považována například komunikace skrze email, který u nás máme uložený, písemná žádost zaslaná s Vaším ověřeným podpisem, sdělení jedinečného čísla, které Vám bylo přiděleno pro účely Vašeho přihlašování do zákaznického účtu. [↑](#footnote-ref-1)
2. **Právo na opravu**

Subjekt údajů má právo na to, aby správce bez zbytečného odkladu opravil nepřesné osobní údaje, které se ho týkají. S přihlédnutím k účelům zpracování má subjekt údajů právo na doplnění neúplných osobních údajů, a to i poskytnutím dodatečného prohlášení. [↑](#endnote-ref-1)
3. **Právo na výmaz**

Právo na výmaz (právo být zapomenut) představuje v obecném nařízení vyjádřenou povinnost správce vymazat osobní údaje bez zbytečného odkladu, pokud je dán jeden z těchto důvodů:

a) osobní údaje již nejsou potřebné pro účely, pro které byly shromážděny nebo jinak zpracovány,

b) subjekt údajů odvolá souhlas, na jehož základě byly osobní údaje zpracovávány a neexistuje žádný další právní důvod pro zpracování,

c) subjekt údajů vznese námitky proti zpracování osobních údajů založenému na základě zákonného důvodu nezbytnosti zpracování pro plnění úkolu prováděného ve veřejném zájmu nebo při výkonu veřejné moci, kterým je správce pověřen, resp. nezbytnosti zpracování pro účely oprávněných zájmů příslušného správce či třetí strany, včetně profilování založeného na těchto zákonných důvodech zpracování a neexistují žádné převažující oprávněné důvody pro zpracování, nebo subjekt údajů vznese námitku proti zpracování osobních údajů pro účely přímého marketingu,

d) osobní údaje byly zpracovány protiprávně,

e) osobní údaje musí být vymazány ke splnění právní povinnosti stanovené právem Unie nebo členského státu, které se na správce vztahuje,

f) osobní údaje byly shromážděny v souvislosti s nabídkou služeb informační společnosti podle článku 8 odst. 1 obecného nařízení (tj. souhlas se zpracováním osobních údajů byl získán v souvislosti s nabídkou služeb informační společnosti přímo dítěti).

Právo na výmaz se tedy uplatní ve shora uvedených případech, tj. když nastane daná okolnost.

Právo na výmaz není absolutní právo, které by subjektu údajů dávalo možnost žádat kdykoli a za jakékoli situace o vymazání osobních údajů, zejména za situace, že je další uchování osobních údajů zákonnou povinností správce. [↑](#endnote-ref-2)
4. **Právo na omezení zpracování**

subjekt údajů má právo na to, aby správce omezil zpracování, v kterémkoli z těchto případů:

	1. subjekt údajů popírá přesnost osobních údajů, a to na dobu potřebnou k tomu, aby správce mohl přesnost osobních údajů ověřit;
	2. zpracování je protiprávní a subjekt údajů odmítá výmaz osobních údajů a žádá místo toho o omezení jejich použití;
	3. správce již osobní údaje nepotřebuje pro účely zpracování, ale subjekt údajů je požaduje pro určení, výkon nebo obhajobu právních nároků;
	4. subjekt údajů vznesl námitku proti zpracování založenému na základě zákonného důvodu nezbytnosti zpracování pro plnění úkolu prováděného ve veřejném zájmu nebo při výkonu veřejné moci, kterým je správce pověřen, resp. nezbytnosti zpracování pro účely oprávněných zájmů příslušného správce či třetí strany, včetně profilování založeného na těchto zákonných důvodech zpracování, dokud nebude ověřeno, zda oprávněné důvody správce převažují nad oprávněnými důvody subjektu údajů.Pokud bylo zpracování omezeno ze shora uvedených důvodů, mohou být tyto osobní údaje, s výjimkou jejich uložení, zpracovány pouze se souhlasem subjektu údajů, nebo z důvodu určení, výkonu nebo obhajoby právních nároků, z důvodu ochrany práv jiné fyzické nebo právnické osoby nebo z důvodů důležitého veřejného zájmu Unie nebo některého členského státu.

Subjekt údajů, který dosáhl omezení zpracování, je správcem předem upozorněn na to, že bude omezení zpracování zrušeno. [↑](#endnote-ref-3)
5. **Právo na přenositelnost údajů**

Právo na přenositelnost umožňuje subjektu údajů za určitých podmínek získat osobní údaje, které se ho týkají a jež správci poskytl, ve strukturovaném, běžně používaném a strojově čitelném formátu, a právo předat tyto údaje jinému správci, aniž by tomu původní správce bránil. Zároveň má subjekt údajů, pokud požádá, i právo na to, aby jeho osobní údaje ve strukturovaném, běžně používaném a strojově čitelném formátu byly předány přímo jedním správcem správci druhému, je-li to technicky proveditelné.

Společné podmínky k aplikaci práva na přenositelnost:

a) musí jít o zpracování založené na 1 z následujících zákonných důvodu zpracování osobních údajů – na souhlasu subjektu údajů, nebo k němu dochází za účelem plnění závazků ze smlouvy, jíž je subjekt údajů smluvní stranou, nebo pro provedení opatření přijatých před uzavřením smlouvy na žádost tohoto subjektu;

b) zpracování se provádí automatizovaně.

Výkonem práva na přenositelnost nesmí být nepříznivě dotčena práva a svobody jiných osob. [↑](#endnote-ref-4)
6. **Námitka proti zpracování osobních údajů**

Subjekt údajů má z důvodů týkajících se jeho konkrétní situace právo kdykoli vznést námitku proti zpracování osobních údajů, které se jej týkají, založenému na základě zákonného důvodu nezbytnosti zpracování pro plnění úkolu prováděného ve veřejném zájmu nebo při výkonu veřejné moci, kterým je správce pověřen, resp. nezbytnosti zpracování pro účely oprávněných zájmů příslušného správce či třetí strany, včetně profilování založeného na těchto zákonných důvodech zpracování. Správce osobní údaje dále nezpracovává, pokud neprokáže závažné oprávněné důvody pro zpracování, které převažují nad zájmy nebo právy a svobodami subjektu údajů, nebo pro určení, výkon nebo obhajobu právních nároků. Námitku lze vznést i proti zpracování osobních údajů pro účely přímého marketingu, včetně profilování, pokud se týká tohoto přímého marketingu, a v takovém případě, tj. pokud subjekt údajů vznese námitku proti zpracování pro účely přímého marketingu, nebudou již osobní údaje pro tyto účely zpracovávány. [↑](#endnote-ref-5)